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Server Time Device Name User Name Event Description

Threat Level Status

Evidence Room Access Denied-23(0

System Time Evidence Room Door Locked
08-01-2023 18:11:37 811114 Evidence Room Jennifer Barrett Access not complete
8:11:04 Evidence Room Door Unlocked (Channel 1) i

* Intuitive User Interface — manage with most smart devices
* lcons provide quick and fewest clicks for primary programming features
*  Floor plans with active icons for visual status.
+ Dashboard provides remote lock, unlock, live video, elevator and auxiliary control
+ Automated Mobile Credentials — auto generation and population of credentials
+ Mobile Manager — app for basic system management
* Cloud Management and or On-premise
* Many doors | Multi site - licensed for 128 doors / 64 sites
* Double card presentation for on / off or timed Door actions
+ Digital Watchdog Integration
+ Scalable to 512 doors and 128 sites
+ Each panel functions as a Server, Client or Elevator role
*  Multi panel installation offer “Database Redundancy”
+ SSL and AES256 Data Encryption
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